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Introduction

Organizations require sustainable data security and protection solutions. Technology innovations are pushing the limits of enterprise application user security models well beyond current regulatory standards and legal requirements. New and updated regulations, such as the new regulatory framework in the EU, new risks following intelligence leaks, such as that by former US intelligence contractor Edward Snowden, as well as constantly evolving expectations from customers, employees and regulators are all placing pressure on organizations.

Data breaches are growing, from theft of trade secrets to loss of customer information. Corporate audit committees are beginning to focus on the impact of cybersecurity on their organization’s financial well-being. Leading organizations are seeking ways to protect non-public information as part of their strategic plan. They are also looking at risk-mitigation plans for responding to a possible breach. Corporate boards and audit committees are taking a greater interest in cybersecurity risks to carry out their fiduciary responsibilities. They must also protect the company from possible shareholder lawsuits that allege the company’s cybersecurity wasn’t at a level that could be reasonably viewed to be 'commercially reasonable' and that incident response plans were not in place to mitigate the risk.

The malicious insider remains a serious threat to cyber security, as well. A significant number of data breaches come at the hands of people on the inside. As the federal government and individual states add muscle to privacy breach notification laws and enforcement regimes, these hidden insider attacks are becoming more widely known. The SEC now requires breach disclosure of 'material losses' which compels the company to be more transparent and answerable for allowing bad actors to go unpunished.

Enterprise application security risk is increasing with the adoption of Cloud and BYOD which is uncharted, unregulated and faces few restrictions. Organizations must mitigate this risk by updating their corporate security policies, and application security models to fulfill their legal obligations.

As many organizations evaluate the business case to migrate their mission critical business applications such as Oracle E-Business Suite, PeopleSoft and J D Edwards, to Oracle Fusion Cloud, effective security and controls over enterprise data access remains a key decision factor.

In this paper, we will focus on implementation considerations for Role-based access control (RBAC) in Oracle E-Business Suite R12. Compare the Oracle EBS Roles model with the new Fusion security model. Roles provide significant security design improvement over the Responsibilities based option by normalizing access to functions and data through user roles rather than only users. We will provide examples of implementing RBAC security model that improve access security by controlling what a user can do on each function or sets of data under specific condition, e.g. view and edit are actions, and task flows or rows in data tables are resources.
Fundamentals of Oracle E-Business Suite Security Model

Oracle E-Business Suite security model is designed to provide application user access to perform business functions through the assignment of one or more “Responsibilities”. Multiple users can share the same responsibility. A system administrator can assign users any of the standard (“seeded”) responsibilities provided with Oracle Applications, or create new custom responsibilities as required.

A responsibility provides an “entitlement” in which a user operates. This entitlement includes navigation menus, profile option values and concurrent programs. For example, a responsibility can allow access to a restricted list of menu item that a user can navigate to Enter Journals function on an Oracle Form in the General Ledger Module. Reports in a specific application are signed to one or more responsibilities, so the responsibility a user chooses determines the reports that can be submitted.

The following diagram shows the components of the Oracle EBS security model:

We will describe each component of the EBS security model below.

User Responsibility Assignment

User is created in Oracle EBS and one or more responsibilities are assigned to the user. The system administrator assigns a temporary password to the user that is changed when the user first signs into Oracle EBS. Employee HR record can be associated to the user on this form as well. Password expiration option enables you to apply your
password security policies. You can choose “Days” to enter the maximum number of days between password changes. A pop-up window prompts an application user to change his password after the maximum number of days you specify has elapsed. You can also select “Accesses” to enter the maximum allowed number of sign-one’s to Oracle Applications allowed between password changes. A pop-up window prompts an application user to change his password after the maximum number of accesses you specify has elapsed.

The user cannot sign onto Oracle Applications before the start date or after the end date. The default for the start date is the current date. If you do not enter an end date, the username is valid indefinitely. You cannot delete an application user from Oracle Applications because this information helps to provide an audit trail. You can deactivate an Oracle Applications user at any time by setting the End Date to the current date. If you wish to reactivate a user, change the End Date to a date after the current date, or clear the End Date field.

You can select the name of a responsibility you wish to assign to the application user. A responsibility is uniquely identified by application name and responsibility name. You cannot delete a responsibility because this information helps to provide an audit trail. You can deactivate a user’s responsibility at any time by setting the End Date to the current date. If you wish to reactivate the responsibility for the user, change the End Date to a date after the current date, or clear the End Date.

The following screen shot shows the User Assignment Form in Oracle EBS:
Menus and Functions

A menu is a hierarchical arrangement of application functions (forms). In the definition of a responsibility, the specified menu defines what is displayed in the navigator. The specified menu does not necessarily define the functions that can be accessed by the responsibility, which are granted. A menu entry with a lower sequence number appears before a menu entry with a higher sequence number. You cannot replace a menu entry sequence number with another sequence number that already exists.

Menus have prompts that are displayed for a user to navigate. Menu prompts that have unique first letters enables the users to type the first letter of the menu prompt to choose a menu entry.

A menu can also call another menu (sub-menu) and allow the user to select menu entries from that sub-menu.

The Grant check box should usually be checked. Checking this box indicates that this menu entry is automatically enabled for the user. If this is not checked then the menu entry must be enabled using additional data security rules.

The following screen shot shows the Menu Setup in Oracle EBS:

A function is a part of an application's functionality that is registered under a unique name for the purpose of assigning it to, or excluding it from, a responsibility. There are many types of functions. A function's type describes its use. The function types include: Form – for user to access an Oracle Form, Sub function - added to menus (without prompts) to provide security functionality for forms or other functions, JSP - Functions used for some products in the Oracle Self-Service Web Applications.
Function behavior is context dependent. The context dependence determines the required context for the function to work properly. The context dependence controls whether the user must choose a specified context before executing the function. For example, some functions are controlled by profile options that affect what the user can perform within the current context.

Types of context dependence are:

- **Responsibility** - The function is controlled by the user’s responsibility
- **Organization** - The function is controlled by the user’s organization (ORG_ID).
- **Security Group** - The function is controlled by the user’s security group (service bureau mode).
- **None** - There is no dependence on the user’s session context.

The following screen shot shows the Function Setup Form in Oracle EBS:

![Function Setup Form in Oracle EBS](image)

**Forms, HTML Pages and Personalization**

Forms and HTML Pages are invoked by functions in Oracle EBS when the user navigates to them using the Navigator window. Oracle E-Business suite provides granular security controls on Oracle Forms or Self Service Web Pages accessed by users through the security components described above.

Forms appear in the Navigator window. A form as a whole, including all of its program logic, is always designated as a function. Subsets of a form's program logic can optionally be designated as subfunctions if there is a need to secure those subsets. For example, suppose that a form contains three windows. The entire form is designated as a function that can be secured (included or excluded from a responsibility.) Each of the form’s three windows can be also be designated as functions (subfunctions), which means they can be individually secured. Thus, while different responsibilities may include this form, certain of the form's windows may not be accessible from each of those responsibilities, depending on how function security rules are applied. When you define a form function in the
Form Functions window or call an existing form function using FND_FUNCTION.EXECUTE or APP_NAVIGATE.EXECUTE, you can add the string: QUERY_ONLY=YES as shown below:

A growing number of Oracle applications use the HTML pages to provide user access to application functions. For example Oracle Self-Service Web Applications that use HTML pages include Self-Service Expenses, Self-Service Human Resources, and Internet Procurement. You can navigate to functions in an HTML-based application using tabs, subtabs, and side navigation elements. As you drill down through these elements, locator links display your navigation path. When you navigate through records in a table, you can use the Previous and Next links. When you navigate through steps of a task, you can use the Back and Next buttons. The following screen shot shows the HTML Page for supplier management in Oracle EBS R12:
The Form Personalization feature allows you to declaratively alter the behavior of Forms-based screens, including changing properties, executing builtins, displaying messages, and adding menu entries.

For each function (a form running in a particular context based on parameters passed to it), you can specify one or more Rules. Each Rule consists of an Event, an optional Condition, the Scope for which it applies, and one or more Actions to perform. An Event is a trigger point within a form, such as startup (WHEN-NEW-FORM-INSTANCE), or when focus moves to a new record (WHEN-NEW-RECORD-INSTANCE). There are standard events that almost every form sends, and certain forms send additional product-specific events. The Scope is evaluated based on the current runtime context to determine if a Rule should be processed or not. The Scope can be at the Site, Responsibility, User, or Industry level. Each Rule can have one or more Scopes associated with it. The Condition is an optional SQL code fragment that is evaluated when the Event occurs; if it evaluates to TRUE then the Actions are processed. Each Action consists of one of the following:

- Setting a Property, such as making a field Required or hiding a Tab page
- Executing a Builtin, such as GO_BLOCK, DO_KEY or EXECUTE_FUNCTION
- Displaying a Message
- Enabling a Special menu entry

Once Rules are defined, when the target function is run then the Rules are automatically applied as events occur within that form.

The following screen shot shows Personalization:
Profile Options

A user profile is a set of changeable options that affect the way your application looks and behaves. User security access can be controlled by setting user profile options to the values you want. You can set user profile options at four different levels: site, application, responsibility, and user. If you change a user profile option value, your change takes effect as soon as your users log on again or change responsibilities.

When you set a user profile, you provide Oracle Applications with standard information (such as printer) that describes a user, responsibility, application, or site. You can set values for user profile options at each profile level:

- **Site**: Option settings pertain to all users at an installation site.
- **Application**: Option settings pertain to all users of any responsibility associated with the application.
- **Responsibility**: Option settings pertain to all users currently signed on under the responsibility.
- **User**: Option settings pertain to an individual user, identified by their application username.

The values you set at each level provide run-time values for each user’s profile options. An option’s run-time value becomes the highest-level setting for that option.

When a profile option may be set at more than one level, site has the lowest priority, superseded by application, then responsibility, with user having the highest priority. For example, a value entered at the site level may be overridden by values entered at any other level. A value entered at the user level has the highest priority, and overrides values entered at any other level as shown below:
RBAC Implementation Approach

Role Based Access Control (RBAC) is the next level of security model available in Oracle E-Business Suite. It builds upon Data Security and Function Security. With RBAC, access control is defined through roles, and user access to Oracle E-Business Suite is determined by the roles granted to the user. Access control in Oracle E-Business Suite closely follows the RBAC ANSI standard (ANSI INCITS 359-2004) originally proposed by the US National Institute of Standards & Technology (NIST), which defines a role as "a job function within the context of an organization with some associated semantics regarding the authority and responsibility conferred on the user assigned to the role."

A role can be configured to consolidate the responsibilities, permissions, function security and data security polices that users require to perform a specific function. This is accomplished with a one-time setup, in which permissions, responsibilities, and other roles are assigned to the role. Users are not required to be assigned the lower-level permissions directly, since permissions are implicitly inherited on the basis of the roles assigned to the user. This simplifies mass updates of user permissions, since an organization need only change the permissions or role inheritance hierarchy defined for a given role, and the users assigned that role will inherit the new set of permissions automatically.

Business Case

Roles are managed through User Management (UMX) HTML pages. RBAC is less prone to errors and relatively simple to maintain. This keeps the system more secure and lowers the cost of maintaining security through security simplification. With the implementation of RBAC you can reduce the cost of administration of your E-Business suite Environment. You can improve security and compliance by developing effective SOD compliant model that reduces cost of managing security violations. You can empower business users with the delegated...
administration functionality the task managing access to their business areas and provisioning their users roles based on their business needs

Organizations can define roles that closely mirror their business situation. For example, an organization can create an "Employee" role and then assign that role to all of its employees. It can also create an "External" role and assign that role to customers and suppliers. Further examples may include specific roles such as "Support Agent", "Sales Rep", "Sales Managers". In these examples, each role contains a specific level of access privileges that restricts its assignees to the scope of their job functions. Some members of the organization will probably be assigned more than one role. A sales representative would be assigned the Employee and Sales Representative roles, and a Sales Manager would be assigned the Employee, Sales Representative, and Sales Manager roles. Roles and role assignments are stored in the workflow directory, which is interpreted by the security system at runtime.

**User Management**

RBAC enables you to manage user security based on Oracle’s Function and Data Security models. Administrative features build upon Core Security and include Delegated Administration, Registration Processes, and Self Service and Approvals.

Core Security and Administrative Features are implemented in successive layers and each builds upon the one that precedes it. Organizations can optionally uptake the various layers, depending on the degree of automation and scalability that they wish to build upon the existing Function and Data Security models.

Access Control with Oracle User Management begins with basic system administration tasks, progresses to more distributed, local modes of administration, and ultimately enables users to perform some basic, predefined registration tasks on their own. The following diagram illustrates how the layers build upon each other:

The following screen shot show the User Management page in Oracle EBS:
Role Inheritance

Roles can be included in role inheritance hierarchies that can contain multiple subordinate roles and superior roles. With role inheritance hierarchies, a superior role inherits all of the properties of its subordinate role, as well as any of that role's own subordinate roles. The following example demonstrates how role inheritance hierarchies can greatly simplify user access control and administration:
In the above figure, the arrows on each side of the diagram indicate membership inheritance and permission inheritance. Text in the rounded boxes indicates roles. An arrow pointing from an individual to a role indicates that this individual is assigned the role. An arrow pointing from one role to another indicates that the role from which the arrow points is the superior role, and the role to which it points is the subordinate role. Permissions associated with a role are inherited by all of its superior roles and the individuals to which any of these roles are assigned.

In this example, some roles such as "Employee" or "Manager" are assigned general permissions for a given function. For example, the Employee role may provide access to menus generally available to all employees, while the Manager role provides access to menus that should only be viewed by managers. Because the Employee role is a subordinate role of the Manager role, anyone assigned the Manager role automatically obtains the permissions associated with the Employee role. Other roles in this example pertain to more specific job functions, such as Sales Manager and Sales Representative, or Support Manager and Support Agent. These roles may provide access to job-specific menus and data such as the Sales Forecasting menu, or the Support application.

The follow screen shows the Roles inheritance:
Delegated User Management

When an administrator assigns a role to a user, the administrator essentially fulfills a registration request on behalf of the user. When the administrator assigns a role to the user, Oracle User Management invokes the corresponding “Additional Access (Administrator)” registration process (if defined) and interprets the registration processes metadata. If a registration UI is defined, Oracle User Management launches it and the administrator completes the registration process. Notification workflows are only invoked when a registration process is defined for the role that is being assigned to the user.

Directly assigning a role to a user bypasses any pre-defined approval routing rules, as defined in Oracle Approval Management. Administrators can view all roles that are assigned to a user, but cannot assign or revoke roles for which they do not have administrative privileges. An administrator assigning a role to a user is essentially fulfilling a registration request on behalf of the user.

Administrators benefit from registration processes having been designed to streamline the process of creating and maintaining user access. Registration processes of this type are geared toward administrators, especially delegated administrators, to ensure consistent application of the organization’s user security policies. Each account creation registration process can be made available to selected administrators.
Oracle Fusion Cloud Security Model

In Oracle Fusion Applications, access to system resources is granted to users through the roles assigned to them, not to the users directly. Roles provide access to functions and data. The Oracle Fusion Applications security approach includes abstract, job, duty, and data roles. Abstract roles group users without respect to specific jobs, such as all employees or all managers. Job roles group users in adherence to the principle of least privilege by granting access only in support of the duties likely to be performed, such as the job of Accounts Payable Manager. Duty roles define the duties of a job as entitlement to perform a particular action, such as processing payables invoices. Data roles group users who have functional access through a particular job role with access to a particular dimension of data, such as invoices relevant only to their business unit, or based on Human Capital Management (HCM) security profiles, such as employees who work in departments in a particular country, line of business, or division. Abstract, job, and data roles are implemented as enterprise roles in Oracle Fusion Middleware so they can be shared across the enterprise. Duty roles are implemented as application roles in Oracle Fusion Middleware so they can be defined within applications. The following diagram shows how Job and Duty Roles are granted to a new employee in Oracle Fusion:

Function and Data Security

Functions and data are inaccessible to users unless they are provisioned with the roles necessary to gain access. Function security provides users with access to pages in application user’s interfaces and actions that can be performed there. Data security allows users to see data in those pages. Some data is not secure, in which case access to a user interface page gives unrestricted access to the data that is accessible from that page. For example, some setup data such as Receivables Receipt Method and Payment Method is not secured, and some transaction data such as Receivables Customer Profile is not secured. Archive data such as Receivables Archive is also not secured. Enterprise roles inherit application roles that provide the enterprise roles with access to application functions and data. Roles are grouped hierarchically to reflect lines of authority and responsibility. The figure
shows user access to functions and data determined by roles:

She starts work...

Sees only the Menu Items she is entitled to.

Sees only data for Vision Germany.
Comparison: Oracle EBS vs Fusion Cloud

Oracle Fusion Cloud security model offers a number of advancements over the Oracle EBS security model that enables organization to improve controls over enterprise data and ensure compliance with security policies.

Oracle EBS security model has inherent Segregation of Duty Risks in “seeded” Responsibilities. For example, if you assign GL Super User Responsibility to a user, it enables the user to Enter Journal, Approve and Post the Journal. The same user will also be able to change Journal Approval Limits by accessing the setup menu. As a result Oracle EBS customers must assess the risks in the Responsibilities and create custom menus that mitigate the risks. RBAC offers significant improvement in designing Roles that provide better security and controls over enterprise data access. Oracle Fusion Cloud extends the Oracle EBS RBAC capabilities further to improve key security challenges organizations are facing with user provisioning, roles management, and segregation of duty policies. Furthermore, Oracle Fusion Cloud Roles are delivered with SOD controls designed into the default configurations.

Oracle EBS customers have to create and maintain Responsibilities for each Role and Organization to meet the variation in business requirements across operating units. Additional custom responsibilities are required to provide data inquiry functionality to users. Data and Functional security requires Personalization or Customizations. Oracle Fusion Cloud roles are inherited directly and indirectly by the job role data security policies and their enforcement across analytics application for the job role. Oracle Fusion also includes data security policies for privacy based on the job role.
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